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Abstract   

Tax evasion is the illegal activity done by individuals, corporations, and trusts to avoid tax. There is an evidence that an 

increasing the property to avoid tax in an unobserved way. At the same time, taxation information related data is classic 

kind of big data. The issue challenges the effective solution of traditional tax evasion detection method. To avoid this, we 

first investigate the tax evasion cases and apply a graph-based method to characterize their property  that describes two 

suspicious relationship trails with a same antecedent node behind an Interest Affiliated Transaction (IAT).After finding 

the tax avoidance cases then heterogeneous information network is applied and using this network properties are analyzed. 

After that CNBN (colored network based model) is used for characterizing economic behavior and social relationship 

IATs between the taxpayers. This method is beneficial to improve the efficiency of tax evasion detection. 

Keywords: Weighted edge, Graph mining, tax evasion, interest affiliated transaction, heterogeneous information network.

1. Introduction 

In every country the tax collection is considered topmost priority. Many people avoid paying tax and declare wrong 

information about taxpaying. Tax evasion is illegal evasion of taxes which is done by individuals, corporations and trusts. 

.Now a day’s corruption and tax evasion take place in practically every country in the world [3], and should be considered 

a problem everywhere. It was reported that the India losses 14 trillion rupees from tax evasion yearly. Taxation 

information includes large amount of data with large number of tax payers. The data mining provide powerful techniques 

for tax administration to extract useful knowledge from huge database. A tax administration core business is, to get the 

right tax at the right time from the right taxpayers, and to make the funds timely available for the right tax recipients.  

The national tax information collection system (NTICS) deployed in China deals with a huge volume of transactions and 

the related data involved.  

For example, there are more than 31,910,000 taxpayers and 48,000 taxation administration offices all over the country. 

The number of annual tax-related business records is up to 1 billion, the daily peak of these records is up to ten million, 

and the volume of annual data aggregated is 12 TB, which is self-confirmed as big data [1]. All over the country, tax 

authorities are under pressure to locate underreporting taxpayers, and prediction of irregular behavior of non-paying 

taxpayers.  

The tax data is collected from a many independent sources to and perform data matching the information technology tools 

are been used .There are many issues in traditional data mining based methods for detection of tax evasion. The reasons 

are: 1) the manual labeled should be given to training data set, 2) the most important issue is that some of the covert 

relationships are not recorded in the database[1][3]. The tax authorities have limited resources, and traditional tax auditing 
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methods are time-consuming .There is a need to have further inputs to a tax avoidance database and additional 

information resources from big data ,the hidden relation is encountered from big data base. 

After analyzing classic tax evasion cases the heterogeneous information network is form and their properties are analyzed 

by colored network based model for characterizing social relationship, economic behavior and IAT between tax payers. 

The tax evasion detection process is two phase.  

The first phase is mining suspicious groups it in order to identify the doubtful trading relationships from the suspicious 

groups which is built from the heterogeneous information network on the bases of the CNBM, The second phase is 

identifying tax evasion in this traditional methods can be used on all transactions related to the suspicious trading 

relationships to detect tax evasion within the set of suspicious groups [1]. The objective of using data mining technique in 

detection of tax evasion enhances the tax productivity in collection of tax. 

2. Literature Survey 

2.1. Mining Suspicious Tax Evasion Groups in Big Data  

In this paper they have deployed the system in taxation offices. This system Can accesses national taxation information 

system, manages the industry and company list, collects the data from NTCIS (national tax information collection 

System), analyzes them to monitor the calculation of tax model and tracks the tendency of tax index [1]. 

2.2. Characterization and detection of taxpayers with false invoices using data mining techniques 

In this is Paper is Related to detection of taxpayers and in this paper Using the various types of data mining method. First 

is clustering Algorithm and neural, this two types are used to identify group of Universe of taxpayer [3]. 

2.3. A Delphi-based rough sets fusion model for extracting payment rules of vehicle license tax in the government 

sector 

In this paper use the Vehicle license tax payment to solve the problem that are faced by taxation agents .The taxation is 

consist of two Types National Tax and Local tax. The local tax problem consisting the vehicle license tax, House tax, land 

value increment tax, and some special taxes [5]. 

2.4. Destination Taxation and Evasion: Evidence from U.S.Inter-State Commodity Flows 

Traders are Variety of taxes, two of which are levied at destination - sales taxes and corporate income taxes. Sales taxes 

are collected by the seller, if the seller has the destination state, or it not collected by the seller are reportable and payable 

to the buyer .then seller not planning to avoid the legal sales tax And Income tax are apply to taxable income. 

3. Existing System 

3.1. Database 

Firstly, the information is collected from a huge database that is required for analyzing the tax evasion cases .Data is like 

collection of financial, receipt, stock, police related data, admin.Then this data is given to the TPIIN (Taxpayer Interested 

Interacted Network). 

3.2. Taxpayer Interested Interacted Network (TPIIN): 

In this method the relationship is extracted between different edges which affiliated to one another. For finding the 

relationship trails among different properties edge computation is applied. After that the algorithms for constructing the 

pattern tree on the database to find the suspicious tax evasion groups. 
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3.3. Heterogeneous Information Network 

For example, an information network based on relationships between legal persons and taxpayers is a homogeneous 
network. These mined homogeneous networks are merged into a heterogeneous information network that is modeled 
according to CNBM. 

3.4. Detecting Suspicious Relationships 

Then, a suspicious group detection method is applied to discover all relevant patterns in the heterogeneous information 
network. Finally, the tax evader is identified after tax evasion judgment methods. 

 

Fig.1: Existing System architecture 
 
3.5. Clustering Of Similar Groups Of Taxpayers 

Clustering is nothing but the grouping of similar type of elements. In this taxpayers clusters are formed which are related 

to or are affiliated to one another. 

3.6. Identifying The Tax Cheater 

From different clusters the taxpayers are identified. 

4.  Proposed System 

4.1.  Tax Oriented Data 

Tax oriented data include the information related to tax. It contains the information of particular person or user. Personal 

details like the identity of person, real name, data of birth, financial details like monthly or yearly income, and property 

details like. In tax oriented data the overall information about user is gathered. 

 

Fig.2: System architecture 
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4.2. Preprocessing 

In preprocessing knowledge discovery is applied to extract the useful knowledge from large data. In Data preprocessing 

contains various task like data cleaning means correcting the corrupted data , data normalization means removing 

redundant data, transformation means mapping of data, feature extraction reducing the amount of resources required to 

describe a large set of data and selection means selecting the relevant features. 

Here, in preprocessing various operations are performed on collected data to avoid the anomalies like error removal, 

removal of noisy data, removal of redundant data. 

4.3. Clustering 

Clustering means grouping of data with similar properties in one cluster. In our system clustering is done on the basis of 

persons property .Here clustering is done to validate the property means it is illegal or legal, tax is paid or not paid. 

4.4. Identifying suspicious groups through weighted edge computation 

Weighted edge computation shows the relationship between one or more nodes means they are related or affiliated with 

each other or not. Doubtful data is extracted using weighted edge computation. Here the relationship between 

the affiliated properties is found. 

4.5. Identified Tax Evader 

In this the users who avoid the tax are detected on the basis of patterns evaluated using clustering and weighted edge. 

4.6. Notification to Evader: 
Here tax is calculated and notification is send to the users who had not paid tax. 
 
5 Result 
The experimental result shows the mapping of user with their property  and total tax calculation  of user as shown in   fig 
5.1 after that  notify user about tax to be paid as shown in fig 5.2 .graphical representation is done with graph of users tax . 

 
Fig 3 :user is cluster with property 
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Fig 4:  showing results of notification 

 
6. Conclusion 
 
In This paper the efficiency is improved of detecting the IATs based tax .Weighted edge computation is used to uncover 

complex relationship. It not only utilizes multiple homogeneous relationships in big data to form the heterogeneous 

information network, but also maximally utilizes the advantage of trail-based pattern recognition to select the suspicious 

groups. we simplify the heterogeneous information network into a colored model with two node colors and two edge 

colors. Moreover, after investigating three cases, we conclude that to identify two suspicious relationships. 
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