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Abstract   
In ad hoc Network the meaning of ad hoc a Latin word “for a particular purpose” is used for communication to each other 

device like a fly without infrastructure. There doesn’t any base station for control the flow of messages in the Network. 

MANET uses the mobile device for communication with the wireless network. 

Mobile Ad hoc network (MANET) is the wireless communication provided for each device with respect to the routing 

protocols. Route chooses by itself for connecting the other device. Protocols that name imply some rule and regulation so 

it’s help for the provided route for the Network to the wireless communication between devices. It’s totally based on the 

efficiency of the routing protocols so, this paper we are discussing three types of routing protocols proactive, Reactive and 

Hybrid. Power and security are challenging for the routing protocols. In this paper survey these protocols and also 

compared the parameter of these protocols. 

Keywords: MANET, Protocols, Communication, Route. 

1. Introduction 

From 2004 to 2007 were searched using the keyword “ad -hoc Networks”. The research trends before 2004 can be found 

[1]. In our past history have been discussed which protocol perform better to others. Data link layer work packet forward 

like behave every node router who forward the information, that performing task by the routing protocols over MANET. 

Video calling is the real life example of the wireless communication. For conduct the routing function we require a more 

power or battery and memory of computation. We should more power for maintain the necessary information and 

MANET used the shred transmission that’s way production degrade the Network when at a time numbers of node attempt 

to transmit. There is security also concern occurrence regarding mobility, wireless network malevolent nodes invade 

network any time. So need to security for all the nodes and ad hoc network is not for appropriate in that case. Where 

security key required approaching the network due to this situation the network of wireless connect the wired framework. 

This is real that every connection has a wired form at the end of the point. An access point (AP) where the wired connect 

and provide the reliable communication. They contain the large information dissimilar transceiver into nodes. In this 

paper discuss in MANET by the three protocols Proactive, Reactive and Hybrid. 

2. Routing Protocols in MANET 

Wireless routing protocols (WRP) are used to play the role for provides the route thousands of nodes communicate to each 

other. There are route is required to arrive at node requested destination, a host want to transmission far away of the 

network. When required to take a decision that convey the request proper source to destination mobile node kept a battery 

power then transfer the data with minimal time in the network. In other words routing protocols in MANET follow the 
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path for the mobile host in network. Provide the facility conveying router or understand the network principal. Routing 

protocols categorized into three types: Reactive protocols are comes or also called AODV (Ad Hoc On-Demand Distance 

Vector Protocol), DSR other is Proactive protocol OLSR (Optimized Link State Routing) and the third is Hybrid GRP 

(Gathering-based Routing Protocol). Ad-hoc network convenient work and well operate. 

 

 
 

3. Reactive Routing Protocol 

Ad-hoc On Demand Distance Vector (AODV) 

This comes into the reactive routing protocols on demands clarify when request a route then no need to maintain the 

routes of the network, because it’s no active for modification and used in communication. AODV provides the valid route 

for the starting to endpoint nodes and does not play any major role. It can have a different attribute to DSR which control 

the many routes and pick the information and contain a table. AODV has multicasting and uncasing routing protocol 

property within a uniform framework. Source node, destination node and next hops are addressed using IP addressing. 

AODV builds routes using a route request or route reply cycle [3]. Whenever any route does not use then discarded or 

does not provide the maintenance. Problem occurs when multiple routs pair have the same destination, during this 

situation perform only single route. If one route break it’s difficult to find out whether another route is available. AODV 

gives the maintenance of the route as long as possible, if timed out the path source stop delivering message and close the 

connection. Wherever promote the dynamic routing table for stock the information.  

Dynamic Source Routing (DSR) 

The Dynamic Source Routing protocol (DSR) is a simple and efficient routing protocol designed specifically for use in 

multi-hop wireless ad hoc networks of mobile nodes [4]. In this routing protocol create by own network and self 

infrastructure without involvement any administrator. Its true basis on demand service node cooperate to send a packet to 

multi hops not directly although bounded range on the network for communication. DSR follow the reactive protocol 
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which exclude the flood of the network and update tables that required the proactive. The drawback is route maintenance 

not provided properly when broken link. DSR performance better when number of nodes less mobility area, and occur 

frequently requests can’t deal in larger amount of nodes. DSR combined two procedure route discoveries and route 

maintenance both works together for searching the route form source to destination in the network. Every route carrying a 

packet to its own header and discover the destination of the route i.e. hop by hop wireless transmission. 

Proactive Routing Protocol 

In this routing every hops has a unique routing more than one tables which up to date. Each hop transmit the message on 

the relay network but it suffer cost for maintaining the regularly updates and proceed may be effected after that deliver the 

accessible information. Proactive means pre active and provide always available route whenever required. The key 

concept of the protocol is the use of "multipoint relays" (MPR). Each node selects a set of its neighbor nodes as MPR [5]. 

Using these MRP nodes created a neighbor and passes the message ahead entire the network. At that time it in a network 

makes a file of MRP node when find out the nearest source node for convey the request. During the transmission it 

maintains the path b/w source to destination topological information. Like that name suggest so source pre generate a 

route for send messages to neighbor and routing table kept a destination address that way each hop preserve it. So it 

reduces the routing traffic so provide the wasting bandwidth its dynamic because tables updated or change topology with 

user’s request. 

Destination Sequenced Distance Vector (DSDV) 

DSDV is a hop by hop distance vector routing protocol requiring each node to periodically broadcast routing updates 

based on the idea of classical Bellman-Ford Routing algorithm [6]. We are using here these routing algorithms the 

purpose is find the shortest path from source to destination if connection are known, in DSDV follow the rules and replace 

the DBF’s propensity used the routing loop with the parameter which called the sequence number of each node. So that 

it’s give free the looping procedure. 

In  Bellman-Ford Routing algorithm each node comprises or we can say maintain a routing table, within a table kept 

address of the destination node with a number of hop that help for reach a particular destination or node. DSDV observe 

that all nodes are linked with destination node and this generated by itself. It’s distance routing protocol designed by 

mobile networks. Each node necessary to sending a sequence number, which is enlarging by in a fixed time period 

transmitted beside with another routing update mail to all adjacent nodes. On reception accept this message and 

neighboring node follow the algorithms and take a decision either to disregard the message or create required modification 

in routing table: 

Step 1: Receive the update message  

Step 2: Update the routing table if any one of the following condition satisfies:  

1) Sn > Sp 

2) Sn=Sp, Hop count is less Otherwise, ignore the update message.  

 

Here, Sn and Sp are the Sequence numbers of new message and existing message respectively [7]. 
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Optimized Link State Routing Protocol (OLSR) 
We present the OLSR in proactive routing protocol for the MANET. It operates a table driven protocol, which exchange 

the information of the other nodes in the network. It’s beneficial for immediately provide the route whenever required. 

This protocol pure linked based and orderly link state packet transmission mechanism multipoint relaying (MPR). MPR 

used for the traffic control and intended for forwarding the packets, responsible for limited the flood by reducing the more 

transformation necessary. MPR chooses its neighboring node and now has responsibility that communicates the linked 

state detail into the network. We can say also MPR is the number of points that stored information and diffusion entire 

network. It’s generate linked state information for MPR picker, really OLSR provide the shortest path to the entire 

destination. This linked state is not for the long path used for the subset link. Link state update technique does not create 

any handle packet if any link crack or a link newly attach. When link state update works on the highly dense network then 

achieve above efficiency. Every node select the MPR through the neighbor they are announce the information periodically 

as requirement MPR selector sets they decide which select a host role like MPR and by this information host set MPR that 

help for the forwarding message hop to hop. This is also known as types of handle message which include Hello and 

Topological control (TC).  In TC message transmits broadcast the information entire network by itself announce adjoining 

which insert at least the MPR selector list. Only the MPR must send the TC message from the given node to the 

destination and the TC message post the periodically. Each node who communicates in the network may have various 

OLSR interface, per interface allocate a unique IP address, OLSR control the flood of the network. 

4. Hybrid Routing Protocol 

Hybrid protocol is the combination of both proactive and reactive routing protocols. Hybrid are simplifying the 

information is divided into sub information. It contains one routing protocol Zone Routing Protocol (ZRP). In ZRP zone 

cover the every node that consisting number of neighbor, if any node request for the destination then the request spread by 

multicasting and reach directly to the nodes where the border of the zone through the broadcasting communication b/w 

nodes. Routing within a zone is performed using a proactive routing protocol and routing between nodes in different zones 

is performed by an on demand routing protocol [8]. It is a limited zone simply to sustain the Network information. Hybrid 

routing contains the advantages of both routing protocols. 

Ad -hoc routing protocols in Reactive and Proactive:   

A.  Reactive protocols AODV (Ad hoc On-demand Distance Vector) 

This is the on demand routing protocols, gives the easy trouble-free to change the link condition by the AODV algorithms. 

When a link failed send warning to a particular node which affected, through this warning cancel each route that 

connected the affected node entire network. It follows the single route from starting to end point so uses at least. It is work 

on demand basis that is why traffic of the network uses minimum. If AODV builds a connection for more than one nodes 

then it’s self responsible to available the proper route. It is loop free because uses the destination sequence number (DSN) 

for each node and stay away from the counting infinity, when nodes connected to a destination kept a sequence number 

with the information. The three types of control messages used in AODV are Route Request (RREQ), Route Reply 

(RREP) and Route Error (RERR) [9]. When the source node wants to be establish a new route to the destination that time 

we applied these. AODV broadcast route request then it is adjacent node finding the destination address and uses the 
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sequence number to discover the status of the route finally they find the sufficient information they create the reverse 

route to the source. These neighbors node is the next node or incremented one by one, adjoining node check will check the 

nodes active or not for destination. If it has routes it will transmit the route reply to the source node. Other side does not 

active the retransmits route request message in the network for finding the destination node, it create the flooded in the 

network for the destination. During the searching if the intermediate node does not discover the destination path then 

broken or out of reachable, it’s send the route error to the source node.    

Advantages  

Because the AODV protocol is a flat routing protocol it does not need any central administrative system to handle the 

routing process. Reactive protocols like AODV tend to reduce the control traffic messages overhead at the cost of 

increased latency in finding new routes [10].  

• Routing overhead process will be minimal when host kept the node information within the routing table for the 

active route entire the network. 

• It follows the simple route form source to destination.  

• There are route request (RREQ) and route reply (RREP) used for finding the route and don’t increase the traffic of 

the network. 

• AODV is the free of loop concept so evade the counting of eternity trouble.  

Disadvantages 

• AODV want to be a more processing power. 

• It takes more time to create a routing table. 

• Dominate more share of bandwidth. 

B.  Optimized Link State Routing Protocol (OLSR) 

In OLSR is the proactive routing protocol so, the route is always available when needed. Link state that means it’s a pure 

link sate protocol, the reason behind the flooding increase when the topological   modification in the network. For the cut 

down we are using the multipoint relay (MPR). 

OLSR reduce the size of the packet handler along with more than one control packet transmission required. MPR is the 

node’s adjacent hop which has been select to broadcast the packets. The OLSR is appropriate for the large network.  

Advantages 

• It takes the less time for control transmission of the messages. 

• MPR established the shortest path for the destination. 

• There is no central administrative to control the routing process. 

• The main requirement is that all MPR’s should have the information of the routes. This information should be 

exchanged periodically [11]. 

• It’s no need to worry that either link reliable or not for the control message. 

• The OLSR routing protocol simplicity in using interfaces, it is easy to integrate the routing protocol in the existing 

operating systems, without changing the format of the header of the IP messages. The protocol only interacts with 

the host’s Routing Table [12]. 
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Disadvantages 
• Time consume re-searching a damaged link. 

• Every host need to frequent send the updated topological information all over the network.  

• It is necessary more processing power while discover the preference node.  

5. Comparison in between the Protocols 
 AODV routing protocol it follow the discovery new route as the user request and updates current working route. 

That is why less the network traffic and low mobility. 

 So it provides the large scalability of the network with the lower bandwidth. 

 Some time can be arise unacceptable situation when flooded of the route and high mobility and huge number of 

destination. 

 It will give the result that a great number of routes will be crack and then find repeated routes because of this error 

report in the network. 

 There are required to search the route firstly transmit the actual data so search latency influence of the entire 

network. 

 There storage power related the number of pairs. 

 Route available in source to destination.  

 Route established when required as we say on demand protocol. 

 Route upgrade while compulsory.  

 It has small environment and no routing table. 

 OLSR is more efficient than the AODV, in OLSR does not required to additional work for the search the routes.  

 So it is taking a time for a single packet transmission. It can be enhanced through small time for the periodically 

handle messages.  

 Pitfall the OLSR is that the bandwidth uses continually but in AODV attempt to less uses of the bandwidth for 

maintaining the routes. 

 The complexity of OLSR depends on how much hops in the network.  

 Route form single node to every node in the entire network. 

 Route are prepare to use immediately like name vise proactive. 

 Packets updates periodically in the route.  

 There are large routing table.   

Declare some point to be presents the study of the AODV and OLSR: 
• Throughput - It measure the productiveness of the routing protocols. Within a given period of time data send the 

successfully form source to the destination. 

Throughput = N/T Where N is the number of bits received successfully by all destinations and T is simulation 

time [13]. 

• End to end delay – In OLSR maintained the information of the route in case the path broken then it will be 

search the path through existing node from source to destination. 
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But in AODV need to discovery a new route from the begin point. When path cracked end to end delay more 

provided and any other thing can be happens.  

It gives the reliability of routing protocols. 

• Packet Delivery ratio – it define the ratio of the packet and between the number of packet start through the 

application layer source and the like previous packets received by descend at the end of the destination. 

It dictates the accurateness and the efficiency of ad-hoc network. 

6. Future scope 

• In nowadays all the users use the number multimedia like audio, video and real time applications which consume 

a large amount of network resources. Where AODV is reduce the all unnecessary overhead traffic. 

• Today’s much focus in the networks energy and the cost of the resources so working for future.  

• In future should be awareness of the energy proceed towards for routing because it is play important role entire 

network. We have to minimize the consumption of the energy.  

• In future work for the lower end to end delay, improve deliver ratio and reduce routing overhead. 

• We should give the assurance for the mobility users in respect of security of the data. 

• In the beginning packet delivery ratio high for the small duration at the performance level. 

7. Conclusion 

In this paper define the role of the MANET within its routing protocols and how does routing protocols work in the entire 

network. In mobility has wireless structured for communication, users interacts only the front end but in this paper 

expresses the backend process for wireless interaction.  

Routing protocols maintained the route information. Number of connection in the route and manage the route traffic using 

the routing protocols.   

Ad hoc network depends on the number of components such that requirement of the mobile, size of the network , routing 

overhead, end to end delay and burden. The protocols are able to well order dynamically with lower bandwidth and the 

lower memory. We studied the basic working of the routing protocols above.   

We compared the routing protocols based on notable performance. Scalability is more required for manage large scale of 

data, necessary a huge amount of processing power and system resources. The performance of the AODV is the better to 

other then routing protocols like OLSR. AODV is much batter compared to the other routing protocols includes in this 

paper in end to end delay. It is overcome the security issue with some modification for security we can take an example of 

Security-aware Ad-hoc on-demand Distance (SAODV).  The major issue in mobile ad-hoc network energy power. When 

multiple requests sent simultaneously somewhere effects over the network and the mobility power also. There are mainly 

discussing about of the two AODV and the OLSR routing protocols where the AODV is the more efficient than the 

OLSR.   

8. References  
[1]. Dow C R, Dow C R, Lin P J, et al, “A study of recent research trends and experimental guidelines in mobile ad-hoc 

network,”Advanced Information Networking and Applications, P72-771, 2005. 



 Madhavi Soni, et al. Einstein International Journal Organization (EIJO)   
 

 
© 2015 EIJO, All Rights Reserved 
 
                                

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

Pa
ge

12
 

  

[2]. http://www.ijetae.com/files/Volume2Issue3/IJETAE_0312_59.pdf 

[3]. http://ijarcet.org/wp-content/uploads/IJARCET-VOL-5-ISSUE-2-296-300.pdf 

[4]. W.Ahn, “Gathering-based routing protocol in mobile ad hoc networks”, Computer Communications 30 (2006) 202-

206. 

[5]. http://www.sciencedirect.com/science/article/pii/S1877705812008454 

[6]. International Journal of Wireless & Mobile Networks (IJWMN) Vol. 3, No. 1, February 2011DOI: 

10.5121/ijwmn.2011.310998. 

[7]. https://www.cs.cornell.edu/people/egs/papers/sharp.pdf 

[8]. Sci.Int. (Lahore), 26(4), 1539-1544, 2014ISSN 1013-5316; CODEN: Sinte 81539 Performance Analysis Of Proactive 

And Reactive Routing Protocols In Mobile Adhoc Networks  

[9]. Comparing AODV and OLSR Routing Protocols, Aleksandr Huhtonen Helsinki University of Technology 

Telecommunication Software and Multimedia Laboratory. 

[10]. International Journal of Advanced Research in Computer and Communication EngineeringVol. 4, Issue 3, March 

2015.Copyright to IJARCCE DOI 10.17148/IJARCCE.2015.43112. 

[11] http://www.slideshare.net/mehedi480/comparison-between-aodv-and-olsr-protocol 

[12].http://www.slideshare.net/ijtra/performance-comparison-of-aodv-and-dsdv-routing-protocols-in-wireless-ad-hoc-

networks. 

 

 

http://www.ijetae.com/files/Volume2Issue3/IJETAE_0312_59.pdf
http://ijarcet.org/wp-content/uploads/IJARCET-VOL-5-ISSUE-2-296-300.pdf
https://www.cs.cornell.edu/people/egs/papers/sharp.pdf
http://www.slideshare.net/mehedi480/comparison-between-aodv-and-olsr-protocol

	Madhavi Soni, MCA Scholar
	E-Mail: mvs3200@gmail.com
	1. Introduction
	From 2004 to 2007 were searched using the keyword “ad -hoc Networks”. The research trends before 2004 can be found [1]. In our past history have been discussed which protocol perform better to others. Data link layer work packet forward like behave ev...
	Optimized Link State Routing Protocol (OLSR)
	8. References

